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Сроки прохождения практики с 19.04.2024 по 16.05.2024

**Характеристика деятельности:**

В ходе производственной практики (преддипломной) при освоении образовательной программы в условиях выполнения определенных видов работ, связанных с будущей профессиональной деятельностью и направленных на формирование, закрепление, развитие практических навыков и компетенций по профилю соответствующей образовательной программы, студент(ка):

*проявил(а)/не проявил(а)* заинтересованность в будущей специальности,

продемонстрировал(а) уровень теоретической и практической подготовки, *соответствующий /не соответствующий* требованиям организации,

продемонстрировал(а) *готовность/не готовность* к применению теоретических знаний в практической деятельности.

**Виды и качество выполнения работ:**

|  |  |  |
| --- | --- | --- |
| **Наименование профессионального модуля** | **Виды и объемы работ** | **Оценка качества выполнения работ(неудовл., удовлетв., хорошо, отлично)** |
| ПМ.01 Эксплуатация автоматизированных (информационных) систем в защищенном исполнении | Участие в установке и настройке компонентов автоматизированных (информационных) систем в защищенном исполнении в соответствии с требованиями эксплуатационной документацииОбслуживание средств защиты информации прикладного и системного программного обеспеченияНастройка программного обеспечения с соблюдением требований по защите информацииНастройка средств антивирусной защиты для корректной работы программного обеспечения по заданным шаблонамИнструктаж пользователей о соблюдении требований по защите информации при работе с программным обеспечениемНастройка встроенных средств защиты информации программного обеспеченияПроверка функционирования встроенных средств защиты информации программного обеспеченияСвоевременное обнаружение признаков наличия вредоносного программного обеспеченияОбслуживание средств защиты информации в компьютерных системах и сетяхОбслуживание систем защиты информации в автоматизированных системахУчастие в проведении регламентных работ по эксплуатации систем защиты информации автоматизированных системПроверка работоспособности системы защиты информации автоматизированной системыКонтроль соответствия конфигурации системы защиты информации автоматизированной системы ее эксплуатационной документацииКонтроль стабильности характеристик системы защиты информации автоматизированной системыВедение технической документации, связанной с эксплуатацией систем защиты информации автоматизированных системУчастие в работах по обеспечению защиты информации при выводе из эксплуатации автоматизированных систем | 144 |  |
| ПМ.02 Защита информации в автоматизированныхсистемах программными и программно-аппаратными средствами | Анализ принципов построения систем информационной защиты производственных подразделений.Техническая эксплуатация элементов программной и аппаратной защиты автоматизированной системы.Участие в диагностировании, устранении отказов и обеспечении работоспособности программно-аппаратных средств обеспечения информационной безопасности.Анализ эффективности применяемых программно-аппаратных средств обеспечения информационной безопасности в структурном подразделении.Участие в обеспечении учета, обработки, хранения и передачи конфиденциальной информации.Применение нормативных правовых актов, нормативных методических документов по обеспечению информационной безопасности программно-аппаратными средствами при выполнении задач практики. |  |
| ПМ.03 Защита информации техническими средствами | Участие в монтаже, обслуживании и эксплуатации технических средств защиты информацииУчастие в монтаже, обслуживании и эксплуатации средств охраны и безопасности, инженерной защиты и технической охраны объектов, систем видеонаблюденияУчастие в монтаже, обслуживании и эксплуатации средств защиты информации от несанкционированного съёма, и утечки по техническим каналамПрименение нормативно правовых актов, нормативных методических документов по обеспечению защиты информации техническими средствами |  |

Правила внутреннего трудового распорядка, охраны труда и техники безопасности, пропуски рабочих дней без уважительной причины *не допускал(а)/допустил(а) однократно/допускал(а) неоднократно.*

Выводы и рекомендации руководителя практики от организации: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Руководитель практики от профильной организации:

 \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ «16» мая 2024 г.

 *(должность) (И.О. Фамилия) (подпись)*
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